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UNDERSTANDING AND COMPLYING WITH THE DEPARTMENT OF DEFENSE’S (DOD)  
NEW CYBERSECURITY MATURITY MODEL CERTIFICATION (CMMC) 

April 9, 2020| 8:30 – 11:30AM 
 ONLINE | WWW.PNDC.US 

 

  

 
  
 
 
 
 
 
 
 
 
 
 
Agenda: 

8:30 AM:          Welcome  
8:45 AM:   Best Practices in Managing Cybersecurity  
  TBD, Moss Adams  

• “Why” cybersecurity important 

• Risk management is good financial management 

9:00 AM:    Overview of Cybersecurity Maturity Model Certification (CMMC)     
  Jerry Leishman, National Practice Director, CORTAC Group 

• Who is impacted? 

• How CMMC is the same/different from NIST 800-171 

• What are the levels and how do I know which level I need?  
9:40 AM: How will CMMC Impact Your Contracts?  

Howard Roth, Partner, Oles Morrison  

• Update on CMMC’s role out 

• When are we going to see this in contracts? 

• What are the penalties? 

• Reporting requirements  

10:10 AM Break  
10:25 AM:   CMMC’s In Laymen’s Terms: What Management Needs to Know  
  Adam Austin, Cybersecurity Lead, Totem.Tech 

• CMMC Codifies good cybersecurity best practices 

• Overview of the CMMC practices areas   

o What each domain means  

o How each area impacts policy & technology   

o Tips and tricks for implementation   

• Preparing for an audit  

11:30 AM  Adjourn  
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Moss Adams is a fully integrated accounting, consulting and wealth management firm dedicated to 
assisting clients with growing, managing, and protecting prosperity. With more than 2,900 
professionals and staff across more than 25 locations in the West and beyond, they work with many of 
the world’s most innovative companies and leaders. 

       Jerry Leishman, National Practice Director, CORTAC Group 
Jerry Leishman is the National Director for Regulatory Compliance at the CORTAC Group.  Jerry works 
with the national defense industrial base (DIB) organizations of all sizes to transform ideas into world 
class products and solutions.   
 
Jerry is a passionate, collaborative, results-oriented thought leader and executor who has a track 
record of successfully envisioning, building, launching, and selling innovative security & compliance 
solutions, products, and technologies.  He has completed many successful projects for regulatory 
compliance, security, and privacy initiatives including ISO 27001, SOC1/2, ITAR, DFARS, EAR and 
FedRAMP certifications.  
 
Prior to joining CORTAC Group, Mr. Leishman worked with Bridge Partners Consulting, Microsoft, and 
Andersen Consulting where he guided commercial and defense regulatory compliance initiatives for 
Microsoft and other large enterprise customers.  
 
Howard Roth, Partner, Oles Morrison  
Howard Roth has 27 years of experience handling federal procurement matters. He is a 
knowledgeable advisor in all stages of federal contract law and litigation, including terminations, 
procurement disputes, protests, procurement integrity, rights in technical data, internal investigations, 
and contract cost issues. Companies seek out Howard’s counsel on navigating complex bid protests 
and appeals.  Over the course of his career, he has prosecuted and defended over 100 bid protests. 
Howard advises and assist clients with a comprehensive approach to managing cybersecurity and 
establishing compliant and effective safeguards. For federal contractors cybersecurity is both a 
compliance requirement and increasingly important in gaining competitive advantage for the award of 
Government contracts. 
 
Howard has a list of accolades and accomplishments that few in his industry can rival – recipient of 
the Army Meritorious Service Medal with oak leaf cluster for expertise and achievement in Government 
Accountability Office (GAO) protests and contract appeals, legal advisor on defense of a $41 million 
appeal to the Civilian Board of Contract Appeals (CBCA), and legal counsel for a nationwide military 
command Enterprise IT network. Howard also has vast experience in the maritime industry, handling 
matters on projects for the U.S. Maritime Administration, U.S. Coast Guard, U.S. Navy, NOAA, and U.S. 
Army. 
 
Adam Austin, Cybersecurity Lead, Totem.Tech 
Adam Austin is the Cybersecurity Lead at Totem.Tech, a minority veteran-owned Prime DoD 
contractor.  Mr. Austin has a decade of experience securing classified, unclassified, and HIPAA-
environment US Government IT systems, having worked with NASA, the Centers for Medicare and 
Medicaid (CMS), and all branches of the Department of Defense. Adam holds a Master's in 
Information Assurance from Capitol Technology University and is an ISACA Certified Information 
Security Manager (CISM) and Certified Information Systems Auditor (CISA). Adam's goal is to leverage 
his experience and education to help small businesses in regulatory environments implement 
affordable, compliant, risk-based cybersecurity programs. 

 
Impact Washington's experts help small and mid-size manufactures think smarter, operate more 
efficiently, and develop sustainable business practices. Drawing on unmatched expertise in every 
facet, we work to support the manufacturing community with Value-Driven Solutions. With a 20+ year 
record we have a deep understanding of the opportunities and challenges that are unique to 
Washington State. We are the official representative of the Manufacturing Extension Partnership 
(MEP) National Network in Washington state which is a public-private partnership.  

 
 


